1. **Hire an Identity & Access Management Administrator – Dec 2021**
   Hire a person to be responsible for administering the platforms that provide Wesleyan digital identities and appropriate access to Wesleyan systems, with a focus on automating and streamlining those processes so Wesleyan users get the access they need as quickly as possible.

2. **Security Awareness Program – Mar 2022**
   Select and deploy a security awareness training program for all faculty and staff at Wesleyan to help users identify risks that target their systems and information.

3. **Desktop Encryption – Dec 2021**
   Deploy desktop encryption software on all faculty and staff computers to minimize the risk of exposing sensitive data if a computer is lost or stolen.

4. **Evaluate research network protections – June 2022**
   Ensure that appropriate network protections are in place for faculty research servers that are accessible from the internet.